МЕТОДЫ ЗАЩИТЫ ИНФОРМАЦИИ: 

от ошибок пользователя: 

запросы на подтверждение операций;

возможность отмены последнего неверного действия;

разграничение доступа пользователей к ресурсам;

от сбоев оборудования:

периодическое архивирование программ и данных (со сжатием или без);

автоматическое резервирование файлов (дублирование на двух носителях);

использование источников бесперебойного питания;

от несанкционированного доступа:

установка специальных атрибутов документа (например, только для чтения); 

разграничение доступа пользователей к ресурсам;

установка пароля на использование файлов;

сопровождение программ специальными «электронными замками»;

от преднамеренного искажения (компьютерных вирусов):

привлечение к административной и юридической ответственности в соответствии с существующим законодательством;

периодическая или постоянная проверка системы с помощью антивирусных программ; 

аккуратная работа с «чужими носителями информации»;

аккуратная работа с ресурсами компьютерных сетей.
